Az Inspirnation
ADATKEZELESI TAJEKOZTATOJA

hirlevélkildéssel 6sszefliggé
adatkezelésrol

The Inspirnation
PRIVACY STATEMENT

ON DATA MANAGEMENT in connection
with sending newsletters

Bevezetés

Az inspirNation Bt (a tovabbiakban: ,Tarsasag” vagy
L+Adatkezel6”) adatkezel6ként tiszteletben tartja
mindazon személyek maganszférajat, akik a részére
személyes adatot adnak at és elkotelezett ezek
védelmében. Az Eurdpai Unié Altalanos Adatvédelmi
Rendelet (679/2016 sz. rendelet, a tovabbiakban:
,GDPR”) 13. cikke alapjan az alabbi tajékoztatast adja:

Az Adatkezel6 az altala rogzitett személyes adatokat
bizalmasan, az adatvédelmi jogszabalyokkal és
nemzetkdzi ajanlasokkal 6sszhangban, a jelen
adatvédelmi tajékoztatonak (a tovabbiakban:
~Tajékoztato”) megfeleléen kezeli, és megtesz minden
olyan biztonsagi, technikai és szervezési intézkedést,
mely az adatok biztonsagat garantalja.

A jelen Tajékoztato célja, hogy az Adatkezeld altal az
érintettek (a tovabbiakban: ,,Erintettek”) részére kildott
hirlevelek vonatkozasaban az Erintettek szamara
részletes tajékoztatast nyujtson a személyes
adataik kezelésével kapcsolatos minden Iényeges
tényrol, igy kiléndésen az adatkezelés céljardl és
jogalapjardl, az adatkezelésre és az adatfeldolgozasra
jogosult személyekrél, az adatkezelés idétartamardl,
illetve arrél, hogy kik ismerhetik meg az adatokat.

A fentieken tuli, egyéb adatkezelésekrdl a Tarsasag
mas tajékoztatéban, szabalyzatban vagy az
adatfelvételkor ad tajékoztatast. A jelen Tajékoztatod
mindenkor érvényes verzidja folyamatosan elérhet6 a
Tarsasag weboldalan.

Introduction

inspirNation Bt (hereinafter referred to as “Company”
or “Controller”), as a data controller, respects and is
committed to protecting the privacy of all individuals
who provide personal data to it. Pursuant to Article 13
of the General Data Protection Regulation of the
European Union (Regulation No. 679/2016, hereinafter
“GDPR”), the Data Controller provides the following
information:

The Data Controller shall treat the personal data it
collects confidentially, in accordance with data
protection legislation and international
recommendations, in accordance with this privacy
notice (hereinafter “Notice”) and shall take all security,
technical and organisational measures to ensure the
security of the data.

The purpose of this Notice is to provide the data
subjects with detailed information on all relevant
facts concerning the processing of their personal
data in relation to the newsletters sent by the Data
Controller to the data subjects (hereinafter referred to
as “Data Subjects”), in particular the purposes and
legal basis of the processing, the persons authorised to
process the data, the duration of the processing and the
persons who may access the data.

The Company will provide information on any other
processing beyond the above in other information
notices, policies or at the time of collection. The current
version of this Policy is available on the Company's
website at all times.




Az Adatkezel6 adatai/ Data of the Controller:

Cégnév/ Company name:

Székhely/ Seat:

Cégjegyzékszam/ Registration number:
Weboldal/ Website:

E- mail:

Adatvédelmi kapcsolattarté/ Data Protection Contact:

inspirNation Bt.

2161, Csomad, Levente utca 14., A. ép.
13-06-074917

www.harikube.eu/com/info, inspirnation.eu
info@inspirnation.eu

Gryszko-Szantd Andras

1. Az Erintettek kore, a Tajékoztaté hatalya

A Tajékoztatd hatalya kiterjed mindenkire, akinek
személyes adatait hirlevélkiildés céljabdl kezeli a
Tarsasag.

A jelen Tajékoztatd személyi hatalya kiterjed a
Tarsasagra, mint Adatkezel6re, valamint azon
szemeélyekre, akik adatait e Tajékoztatd hatalya ala
tartozé adatkezelések tartalmazzak.

A Tajékoztatd hatalya kiterjed tovabba a Tarsasag
valamennyi személyes adatokat tartalmazé
elektronikusan és/vagy papir alapon torténé
adatkezelésére.

2. Ertelmezd rendelkezések

A jelen Tajékoztato értelmezésében az aldbbiakban
nevesitett egyes definiciok az alabbi jelentésekkel
birnak:

.Személyes adat": azonositott vagy azonosithaté
természetes személyre vonatkozé barmely informacio;
azonosithaté az a természetes személy, aki kdzvetlen
vagy kdzvetett modon, kuléndsen valamely azonosito,
példaul név, szam, helymeghatérozé adat, online
azonositd vagy a természetes személy testi, fizioldgiai,
genetikai, szellemi, gazdaségi, kulturalis vagy szocialis

1. Coverage of Data Subjects, Scope of the
Prospectus

The scope of this Notice extends to everyone whose
personal data is processed by the Company for the
purpose of sending newsletters.

The personal scope of this Notice applies to the
Company as Data Controller and to the persons whose
data are included in the processing covered by this
Notice.

The scope of this Notice also covers all electronic
and/or paper-based processing of personal data by the
Company.

2. Interpretative provisions

For the purposes of this Notice, each of the definitions
set out below shall have the following meanings:

"personal data": any information relating to an identified
or identifiable natural person; an identifiable natural
person is one who can be identified, directly or
indirectly, in particular by reference to an identifier such
as a name, number, location data, online identifier or to
one or more factors specific to the physical,
physiological, genetic, mental, economic, cultural or
social identity of that natural person;




azonossagara vonatkozo egy vagy tobb tényezé
alapjan azonosithato;

,2adatkezelés": a személyes adatokon vagy
adatallomanyokon automatizalt vagy nem automatizalt
modon végzett barmely mivelet vagy miveletek
Osszesseége, igy a gyljtés, rogzités, rendszerezés,
tagolas, tarolas, atalakitas vagy megvaltoztatas,
lekérdezés, betekintés, felnasznalas, kozlés,
tovabbitas, terjesztés vagy egyéb mddon térténé
hozzaférhetévé tétel utjan, 6sszehangolas vagy
Osszekapcsolas, korlatozas, torlés, illetve
megsemmisités;

.<adatkezel8": a Tarsasag tovabba az a természetes
vagy jogi személy vagy barmely egyéb szerv, amely a
személyes adatok kezelésének céljait és eszkozeit
onalldéan vagy masokkal egyitt meghatarozza;

,adatfeldolgozd": az a természetes vagy jogi személy,
koézhatalmi szerv, igyndkség vagy barmely egyéb
szerv, amely az adatkezel6 nevében személyes
adatokat kezel;

,cimzett": az a természetes vagy jogi személy,
koézhatalmi szerv, igyndkség vagy barmely egyéb
szerv, akivel vagy amellyel a személyes adatot kdzlik,
fiiggetlendil attél, hogy harmadik fél-e. Azon kézhatalmi
szervek, amelyek egy egyedi vizsgalat keretében az
uniés vagy a tagallami joggal 6sszhangban férhetnek
hozz& személyes adatokhoz, nem minésiinek
cimzettnek; az emlitett adatok e kozhatalmi szervek
altali kezelése meg kell, hogy feleljen az adatkezelés
céljainak megfeleléen az alkalmazandd adatvédelmi
szabalyoknak;

sharmadik fél": az a természetes vagy jogi személy,
koézhatalmi szerv, igyndkség vagy barmely egyéb
szerv, amely nem azonos az érintettel, az
adatkezel6vel, az adatfeldolgozéval vagy azokkal a
szemeélyekkel, akik az adatkezel$ vagy adatfeldolgozé
kozvetlen iranyitdsa alatt a személyes adatok
kezelésére felhatalmazast kaptak;

,az érintett hozzajarulasa": az érintett akaratanak
Onkéntes, konkrét és megfelel tajékoztatason alapulo
és egyertelm kinyilvanitasa, amellyel az érintett
nyilatkozat vagy a megerdsitést félreérthetetlentil
kifejezd cselekedet utjan jelzi, hogy beleegyezését adja
az 6t érint6 személyes adatok kezeléséhez;

~€gészségugyi adat": egy természetes személy testi
vagy pszichikai egészségi allapotara vonatkozé
személyes adat, ideértve a természetes személy

"processing": any operation or set of operations which
is performed on personal data or on sets of personal
data, whether or not by automated means, such as
collection, recording, organisation, structuring, storage,
adaptation or alteration, retrieval, consultation, use,
disclosure, transmission, dissemination or otherwise
making available, alignment or combination, restriction,
erasure or destruction;

"controller": the Company and the natural or legal
person or any other body which, alone or jointly with
others, determines the purposes and means of the
processing of personal data;

"processor": means the natural or legal person, public
authority, agency or any other body which processes
personal data on behalf of the controller;

"recipient": the natural or legal person, public authority,
agency or any other body with whom or to which
personal data are disclosed, whether or not a third
party. Public authorities that may have access to
personal data in the context of an individual
investigation in accordance with Union or Member State
law are not recipients; the processing of those data by
those public authorities must comply with the applicable
data protection rules in accordance with the purposes of
the processing;

"third party": a natural or legal person, public authority,
agency or any other body other than the data subject,
the controller, the processor or the persons who, under
the direct authority of the controller or processor, are
authorised to process personal data;

» data subject's consent": a voluntary, specific, informed
and unambiguous indication of the data subject's
wishes by which he or she signifies, by a statement or
by an act unambiguously expressing his or her consent,
that he or she gives his or her consent to the
processing of personal data concerning him or her;

"health data": personal data concerning the physical or
mental health of a natural person, including data
relating to the provision of health services to a natural
person which contain information about the health of
that natural person;

"data portability": the making available of personal data
to a specified recipient;




szamara nyujtott egészségugyi szolgaltatasokra
vonatkozo olyan adatot is, amely informaciét hordoz a
természetes személy egészségi allapotarol;

,2adattovabbitas": a személyes adat meghatarozott
cimzett szamara torténd hozzaférhetove tétele;

,2adatvédelmi incidens": adatvédelmi incidensnek
minésul a személyes adatok kezelésére vonatkozé
biztonsag olyan sérllése, amely a tovabbitott vagy
tarolt vagy mas maédon kezelt személyes adatok
véletlen vagy jogellenes megsemmisitését, elvesztését,
megvaltoztatasat, jogosulatlan kozlését vagy ahhoz
kapcsolddo jogosulatlan hozzaférést eredményezi.

A GDPR altal meghatarozott egyéb fogalmakat annak
4. cikke tartalmazza.

3. Az Adatkezelés terjedelme, korlatai és
alapveto elvei

Az Erintettek személyes adatait a Tarsasag csak a fent
meghatarozott célokhoz szikséges mértékben és
id6tartamig kezeli. Csak olyan személyes adat
kezelhetd, amely az adatkezelés céljanak
megvaldsulasdhoz elengedhetetlen és a cél elérésére
alkalmas.

Az Adatkezel® a személyes adatok kezelése soran a
kovetkez6 alapelveket veszi figyelembe, igy a
személyes adatok:

a.) kezelését jogszeriien és tisztességesen,
valamint az Erintett szamara atlathaté modon kell
végezni (jogszeriiség, tisztességes eljaras és
atlathatosag)

b.) gy(lijtése csak meghatarozott, egyértelm(i és
jogszeri célbdl torténjen, és azokat ne kezeljék ezekkel
a célokkal 6ssze nem egyeztethetd modon; (célhoz
kotottseg)

c.) az adatkezelés céljai szempontjabol
megfeleléek és relevansak kell, hogy legyenek és a
sziikségesre kell korlatozédniuk (adattakarékossag)

d.) pontosnak és sziikség esetén naprakésznek
kell lennilk; minden észszer( intézkedést meg kell
tenni annak érdekében, hogy az adatkezelés céljai

"data breach": a personal data breach that results in the
accidental or unlawful destruction, loss, alteration,
unauthorised disclosure of, or access to, personal data
transmitted or stored or otherwise processed.

Other concepts defined by the GDPR are set out in
Article 4.

3. Scope, limits and basic principles of data
processing

The Company will process the Personal Data of Data
Subjects only to the extent and for the duration
necessary for the purposes set out above. Only
personal data that is necessary for the purposes for
which it is processed and is adequate for the purposes
for which it is processed may be processed.

The Data Controller shall take into account the following
principles in processing personal data:

a.) the processing must be lawful, fair and transparent
to the Data Subject (lawfulness, fairness and
transparency)

b.) the data must be collected for specified, explicit and
legitimate purposes and not processed in a way
incompatible with those purposes; (purpose limitation)

c.) be adequate, relevant and limited to what is
necessary for the purposes for which the data are
processed (data minimisation)

d.) be accurate and, where necessary, kept up to date;
all reasonable steps must be taken to ensure that
personal data which are inaccurate for the purposes for
which they are processed are erased or rectified without
undue delay (accuracy)

e.) be kept in a form which permits identification of Data
Subjects for no longer than is necessary for the
purposes for which the personal data are processed
(limited storage)

f.) be carried out in such a way as to ensure adequate
security of personal data, including protection against
unauthorised or unlawful processing, accidental loss,




szempontjabdl pontatlan személyes adatok
haladéktalanul térlésre vagy helyesbitésre kerlljenek
(pontossag)

e.) tarolasanak olyan formaban kell térténnie,
amely az Erintettek azonositasat csak a személyes
adatok kezelése céljainak eléréséhez sziikséges ideig
teszi lehetévé; (korlatozott tarolhatésag)

f.) kezelését oly mdédon kell végezni, hogy
megfeleld technikai vagy szervezési intézkedések
alkalmazésaval biztositva legyen a személyes adatok
megfeleld biztonsaga, az adatok jogosulatlan vagy
jogellenes kezelésével, véletlen elvesztésével,
megsemmisitésével vagy kdrosodasaval szembeni
védelmet is ideértve (integritas és bizalmas jelleg)

g.) az Adatkezel6 felel6s a fentieknek valo
megfelelésért, tovabba képesnek kell lennie e
megfelelés igazolasara (elszamoltathatosag)

A Tarsasag minden sziikséges intézkedést megtesz a
személyes adatok pontossaganak, teljességének és
naprakészségének biztositasa érdekében. Tekintettel
azonban arra, hogy a rendelkezésre bocsatott adatok
valddisagaért az Erintettek felelnek, az Erintettek
kotelesek az adataik megvaltozasa esetén a valtozast
kovetéen mihamarabb, de legkésébb 3 (harom)
munkanapon bellil a megvaltozott adatokat sziikség
esetén bejelenteni az Uj adatokat a Tarsasag részére a
jelen Tajékoztatéban megjeldlt elérhetéségeken.

4, Az adatok forrasa:

A Tarsasag az Erintettek adatait kozvetleniil az
Erintettektdl kapja meg.

5. Marketinggel kapcsolatos adatkezelés

Hirlevélkiildéssel kapcsolatos adatkezelés

Az Erintett az alabbiakban meghatarozott adatainak
megadasaval iratkozhat fel hirlevélre. Az Adatkezel6
telefonon és/vagy e-mailben kuildétt hirleveleiben

értesiti a feliratkozokat termékeirél, szolgaltatasairol,

kedvezményeirdl, ajanlatairol.

destruction or damage (integrity and confidentiality), by
using appropriate technical or organisational measures

g.) the Controller is responsible for compliance with the
above and must be able to demonstrate such
compliance (accountability)

The Company will take all necessary measures to
ensure that personal data is accurate, complete and
up-to-date. However, in view of the fact that the Data
Subjects are responsible for the accuracy of the data
provided, in the event of a change in their data, the
Data Subjects are obliged to notify the Company of the
new data as soon as possible after the change, but no
later than 3 (three) working days after the change, if
necessary, using the contact details indicated in this
Policy.

4. Data source:

The Company receives the Data Subjects' data directly
from the Data Subjects.

5. Marketing-related data processing

Newsletter-related data processing

The Data Subject may subscribe to a newsletter by
providing the data specified below. The Data Controller
will inform subscribers of its products, services,
discounts and offers in its telephone and/or e-mail
newsletters.




Erintettek kore/ Target group:

minden természetes személy, illetve a jogi személyek
nevében eljaro természetes személy, aki a Tarsasag
hireirdl rendszeresen értesulni kivan, ezért személyes
adatainak megadasaval a hirlevél szolgaltatasra
feliratkozik./

any natural person or natural person acting on behalf
of a legal person who wishes to receive the
Company's news on a regular basis and who, by
providing their personal data, subscribes to the
newsletter service.

Az adatkezelés célja/ The purpose of the
processing:

a hirlevélkildéssel kapcsolatos adatkezelés célja az
Erintett altalanos vagy személyre szabott
tajékoztatasa a Tarsasag legujabb szolgaltatasairdl,
hireirdl, akciéirdl, ajanlatairdl, kedvezményeirdl./

is to inform the Data Subject, in a general or
personalized manner, about the latest services, news,
promotions, offers, discounts and offers of the
Company.

Az adatkezelés jogalapja/ Legal basis for
processing:

az Erintett hozzéjarulasa - GDPR 6. cikk (1) bek. a)
pont/
the Data Subject's consent - GDPR Article 6 (1) (a)

Kezelt adatok kore/ Scope of data processed:

név, e-mail cim, beosztas és a feliratkozas datuma/
name, e-mail address, position and date of
subscription

A személyes adatok tarolasanak idétartama/
Duration of storage of personal data:

Az Erintett kérésére torténé térlésig, azaz az Erintett
hozzajarulasanak visszavonasaig [1]/

Until the Data Subject's request for deletion, i.e. until
the Data Subject's consent is withdrawn [1]

Az adat rendelkezésre bocsatasanak elmaradasa
esetén felmeriil6 kovetkezmények/ Consequences
of not providing the data:

Nem kiildhetd hirlevél, azaz az Erintett nem fogja
megkapni a Tarsasag hirleveleit, kereskedelmi célu,
tajékoztatd leveleit./

No newsletter can be sent, i.e. the Data Subject will
not receive the Company's newsletters, commercial
and informative letters.

Hogyan jut az adat az adatkezel6 tudomasara/
How the data are brought to the attention of the
controller:

Az Erintett adja meg./
the Data Subject must provide the data.




A Téarsasag a hirlevelek kildéséhez a Salesforce
automatizalt hirlevélkiildé platform szolgaltatasat
hasznalja. Ezen minéségében a Salesforce (Salesforce,
Inc.) mint platform szolgaltaté adatfeldolgozénak
mindsll, az adatkezeléssel 6sszefliggd adatfeldolgozoi
tevékenysége a technikai hattér szolgaltatasa. A
Salesforce Adatvédelmi tajékoztatoja a kovetkez6
linken:
https://www.salesforce.com/company/legal/privacy/ , az
adatfeldolgozasi szolgaltatasi feltételekrdl tajékoztatd
pedig a https://www.salesforce.com/company/legal/
oldalon érhetd el.

6. A hozzaférésre jogosultak személye:

Az adatokhoz csak a Tarsasag azon munkavallaléi és
mas kozrem(ikddéi jogosultak hozzaférni, akiknek ez
munkakorlk, feladatuk ellatashoz szikséges. A
Tarsasagnal a személyes adatokhoz hozzaféré
személyeket az Erintettek személyes adatainak
tekintetében titoktartasi kotelezettség terheli, azaz a
munkakéri kotelezettséguk és feladataik teljesitése
soran, vagy egyéb médon tudomasukra jutott
személyes adatokat, egyéb informaciokat kotelesek
bizalmasan kezelni, és harmadik személyek részére
nem hozzaférhetbévé tenni.

7. Adatbiztonsag

A Tarsasag a ,privacy-by-design”, azaz az
alapértelmezett és beépitett adatvédelem alapelve
szerint egész adatvédelmi folyamatanak kialakitasa
soran figyelemmel van az adatbiztonsag
koévetelményére. A Tarsasag célja, hogy az
adatkezelési kockazatok csdkkentése érdekében a
szemeélyes adatok kezelését a minimalisra csGkkentse.

A Tarsasag gondoskodik arrdél, hogy a vonatkozé
jogszabalyokban elGirt adatbiztonsagi szabalyok
érvényesuljenek. A Tarsasag az adatok biztonsagat
szolgalo intézkedések meghatarozasakor és
alkalmazésakor tekintettel van a technika mindenkori
fejlettségére és tobb lehetséges adatkezelési megoldas
kozul azt valasztja, amely a személyes adatok
magasabb szint(i védelmét biztositja, kivéve, ha az
aranytalan nehézséget jelentene. A Tarsasag megteszi

The Company uses the automated newsletter sending
platform Salesforce to send newsletters. In this
capacity, Salesforce (Salesforce, Inc.), as the platform
provider, is a data processor, and its data processing
activities are related to the provision of technical
support. Salesforce's Privacy Notice is available at:
https://www.salesforce.com/company/legal/priv

and its Privacy Policy is available at

https://www.salesforce.com/company/legal/ .

6. Who is authorised to have access:

Only those employees and other contributors of the
Company who need to access the data in order to
perform their duties and tasks are authorised to access
the data. Persons who have access to personal data at
the Company are bound by confidentiality obligations
with regard to the personal data of the Data Subjects,
i.e. they are obliged to treat personal data and other
information that they become aware of in the course of
their duties and tasks or otherwise as confidential and
not to disclose it to third parties.

7. Data security

The Company takes data security into account
throughout its data protection process, in accordance
with the principle of privacy-by-design, i.e. data
protection by default and by design. The Company aims
to minimise the processing of personal data in order to
reduce the risks of data processing.

The Company will ensure that the data security rules
required by the relevant legislation are enforced. When
defining and applying data security measures, the
Company shall take into account the state of the art and
shall choose among several possible data processing
solutions the one that ensures a higher level of
protection of personal data, unless this would imply a
disproportionate level of difficulty. The Company shall
take the technical and organisational measures and
establish the procedural rules necessary to enforce the
applicable laws, data protection and confidentiality
rules.

The Company shall take appropriate measures to
protect the data against unauthorised access,



https://www.salesforce.com/company/legal/privacy/
https://www.salesforce.com/company/legal/
https://www.salesforce.com/company/legal/privacy/
https://www.salesforce.com/company/legal/

azokat a technikai és szervezési intézkedéseket és
kialakitja azokat az eljarasi szabalyokat, amelyek az
iranyadod jogszabalyok, adat- és titokvédelmi szabalyok
érvényre juttatdsahoz sziikségesek.

A Tarsasag az adatokat megfeleld intézkedésekkel védi
a jogosulatlan hozzaférés, megvaltoztatas, tovabbitas,
nyilvanossagra hozatal, torlés vagy megsemmisités,
valamint a véletlen megsemmisulés és sérilés, tovabba
az alkalmazott technika megvaltozasabdl fakado
hozzaférhetetlenné valas ellen.

Adatkezeld adatbiztonsagi feladatkérében

- technikai és szervezési intézkedéseket tesz az
elektronikusan tarolt adatok biztositasa tekintetében;

- biztositja a jogszabaly altal megkdvetelt
adatbiztonsagi szabalyok érvényesiilését;

- biztositja az adatvédelmi, illetve titokvédelmi
szabalyok érvényesililését;

- megakadalyozza az adatokhoz valo jogosulatlan
hozzéaférést;

- megteszi a sziikséges intézkedéseket az adatok
sérllésének megel6zése érdekében;

- el6segiti az adatkezelési tudatossagot munkavallaléi
tekintetében az adatbiztonsag biztositdsa céljabdl;

- biztositja a papir alapon tarolt adatok fizikai védelmét;

- biztositja az elektronikusan tarolt adatokhoz hasznalt
eszkozok fizikai védelmét;

- biztositja az elektronikusan tarolt adatok jelszavas
védelmét;

- gondoskodik az adatok rendszeres biztonsagi
mentésérol;

- biztositja, hogy az adatokhoz valé hozzaférés
kizarélag az arra jogosultak szamara legyen
engedélyezett.

A Tarsasag olyan miiszaki, szervezési és szervezeti
intézkedésekkel gondoskodik az adatkezelés
biztonsaganak védelmérdl, amely az adatkezeléssel
kapcsolatban jelentkez6 kockazatoknak megfelelé

alteration, disclosure, disclosure, deletion or
destruction, accidental destruction or damage, and
against inaccessibility resulting from changes in the
technology used.

As part of its data security responsibilities, the Data
Controller

- takes technical and organisational measures to secure
electronically stored data;

- ensures compliance with data security rules required
by law;

- ensures compliance with data protection and
confidentiality rules;

- prevents unauthorised access to data;

- takes the necessary measures to prevent data
breaches;

- promotes data awareness among its employees to
ensure data security;

- ensures physical protection of data stored on paper;

- ensures the physical protection of the devices used for
electronically stored data;

- ensures password protection of electronically stored
data;

- ensures regular backups of data;

- ensures that access to data is restricted to authorised
persons.

The Company shall ensure the security of data
processing by technical, organisational and
organisational measures that provide a level of
protection appropriate to the risks associated with
the processing, by selecting the IT tools used and
by operating them in such a way that the data
processed:

a.) is accessible to those authorised to access it
(availability);




védelmi szintet nyujt, az alkalmazott informatikai
eszkodzoket ugy valasztja meg és oly médon
tiizemelteti, hogy a kezelt adat:

a.) az arra feljogositottak szamara hozzaférhet6
legyen (rendelkezésre allas);

b.) hitelessége és hitelesitése biztositott legyen
(adatkezelés hitelessége);

c.) valtozatlansaga igazolhaté legyen
(adatintegritas);

d.) csak az arra jogosult szamara legyen
hozzaférhetd, a jogosulatlan hozzaférés ellen védett
legyen (adat bizalmassaga).

A Tarsasag az adatbiztonsag feltételeinek
érvényesitése érdekében gondoskodik az érintett
munkatarsak megfelel6 felkészitésérél. A Tarsasag
az adatok kezelése - igy kiilonosen azok tarolasa,
helyesbitése, torlése - az Erintett
tajékoztatas-kérése, illetve tiltakozasa soran az
elvart védelmi szintet nydujtja.

Az adatkezelések soran automatizalt dontéshozatal,
profilalkotas nem torténik.

8. Adatfeldolgozas, adattovabbitas

A személyes adatok cimzettjei:

Az Adatkezeld marketing feladatokat ellato
munkavallaloi, kozrem(kodsi, adminisztrativ feladatokat
ellaté munkatarsai, az Adatkezel6 adatfeldolgozoi.

Az Adatkezel6 altal igénybe vett adatfeldolgozok:

A Tarsasag a jelen Tajékoztatéban meghatarozott
adatkezelési célok elérése érdekében, a jogszabalyi

b.) its authenticity and authentication are ensured
(authenticity of processing);

c.) its integrity can be verified (data integrity);

d.) it is accessible only to those authorised to
access it and protected against unauthorised
access (data confidentiality).

The Company will ensure that the relevant
employees are adequately trained to ensure that the
conditions of data security are met. The Company
shall provide the level of protection required for the
processing of data, in particular their storage,
rectification and erasure, in the event of a request
for information or an objection by the Data Subject.

No automated decision-making or profiling takes place
in the course of data processing.

8. Data processing, data transfer

Recipients of personal data:

Employees, contributors, administrative staff of the Data
Controller performing marketing tasks, data processors
of the Data Controller.

Data processors used by the Data Controller:

The Company uses the services of third parties to
achieve the data management purposes set out in this
Notice, to comply with legal obligations, to perform its
tasks, which may include the processing of the Data
Subjects' personal data. Such third party (hereinafter
referred to as “Data Processor”) shall carry out the
processing in accordance with the instructions of the
Company and in compliance with the provisions of
applicable law. For the purposes of processing, only the
personal data necessary for the purposes of the
processing will be transferred to each Processor.




kotelezettség teljesitéséhez, feladatainak ellatasahoz
harmadik személyek szolgaltatdsait veszi igénybe,
amely szolgaltatasok magukban foglalhatjak az
Erintettek személyes adatainak kezelését is. Ezen
harmadik személy (a tovabbiakban: ,,Adatfeldolgozé”)
az adatkezelést a Tarsasag utasitasainak megfeleléen,
a hatélyos jogszabalyok el6irdsaival 6sszhangban
végzi. Adatfeldolgozas céljara kizarolag az adott cél
megvalositdsahoz sziikséges személyes adatok
kertilnek tovabbitasra az egyes Adatfeldolgozok
részére.

9. Adatvédelmi incidensek kezelése

A Téarsasag mindent megtesz az adatvédelmi
incidensek elkerllése érdekében. Adatvédelmi incidens
a biztonsag olyan sérlilése, amely a tovabbitott, tarolt
vagy mas modon kezelt személyes adatok véletlen
vagy jogellenes megsemmisitését, elvesztését,
megvaltoztatasat, jogosulatlan kézlését vagy az
azokhoz valé jogosulatlan hozzaférést eredményezi.

Az Adatkezel az adatvédelmi incidenst haladéktalanul
bejelenti a Nemzeti Adatvédelmi és
Informacioszabadsag Hatésagnak, kivéve, ha az
adatvédelmi incidens valdszinUsithetéen nem jar
kockézattal az Erintettek jogaira és szabadsagaira
nézve. Az Adatkezeld az adatvédelmi incidenseket
nyilvantartja, az adott incidenshez kapcsol6dé
intézkedésekkel egyltt. Ha az incidens sulyos (azaz
vélhetéen magas kockazattal jar az érintett jogaira és
szabadsagaira nézve), az Adatkezeld indokolatlan
késedelem nélkiil tajékoztatja az Erintettet az
adatvédelmi incidensrol.

10. Az Erintett adatkezeléssel kapcsolatos
jogai

A Tarsasag felhivja az Erintettek figyelmét, hogy
panasz vagy észrevétel esetén mindenekelbtt célszeri
a Tarsasaghoz, mint Adatkezel6h6z fordulnia a jelen
Tajékoztatéban feltiintetett elérhetéségek valamelyikén.

Az Erintett jogai:

9. Handling of data protection incidents

The Company makes every effort to avoid data
protection incidents. A data breach is a breach of
security that results in the accidental or unlawful
destruction, loss, alteration, unauthorized disclosure of,
or access to, personal data transmitted, stored or
otherwise processed.

The Data Controller shall notify the data protection
incident to the National Authority for Data Protection
and Freedom of Information without undue delay,
unless the data protection incident is unlikely to pose a
risk to the rights and freedoms of the Data Subjects.
The Data Controller shall keep a record of the data
protection incident, together with the measures taken in
relation to the incident. If the incident is serious (i.e.
likely to result in a high risk to the rights and freedoms
of the data subject), the Data Controller shall inform the
Data Subject of the personal data breach without undue
delay.

10. Data Subjects' rights in relation to data
processing

The Company draws the attention of Data Subjects to
the fact that in the event of a complaint or comment, it is
advisable to contact the Company as Data Controller
using one of the contact details indicated in this Notice.

Rights of the Data Subject:

a.) Information/ right of access

The Data Subject has the right to receive feedback from
the Company on whether or not his/her personal data
are being processed and, if such processing is ongoing,
the right to be informed about the personal data
processed, the purposes of the processing, the
categories of data, the recipients, the storage period,
the rights, the source of the data.




a.) Tajékoztatas/ hozzaférési jog

Az Erintett jogosult arra, hogy a Tarsasagtol
visszajelzést kapjon arra vonatkozéan, hogy személyes
adatainak kezelése folyamatban van-e, és ha ilyen
adatkezelés folyamatban van, jogosult arra, hogy a
kezelt személyes adatokrdl, az adatkezelés céljardl,
adatok kategdriairdl, cimzettekrdl, tarolas id6tartamaral,
jogairdl, az adatok forrasardl tajékoztatast kapjon.

A Tarsasag az adatkezelés targyat képezd személyes
adatok masolatat az Erintett rendelkezésére bocsatja. A
tajékoztatas ingyenes, ha a tajékoztatast kérd a folyo
évben azonos adatkdrre vonatkozéan tajékoztatasi
kérelmet az Adatkezel6héz még nem nyujtott be. Egyéb
esetekben — kiildndsen, ha a kérelem tulzé, vagy
megalapozatlan- koltségtérités allapithaté meg. Az
Erintett altal kért tovabbi masolatokért a Tarsasag az
adminisztrativ kdltségeken alapulo, észszerli mértéki
dijat szamithat fel.

b.) Helyesbités és kiegészités

Az Erintett jogosult arra, hogy kérésére a Tarsasag
indokolatlan késedelem nélkil helyesbitse a ra
vonatkozd pontatlan személyes adatokat. Figyelembe
véve az adatkezelés céljat, az Erintett jogosult arra,
hogy kérje a hianyos személyes adatok — egyebek
mellett kiegészité nyilatkozat utjan torténd —
kiegészitését.

c.) Torlés/elfeledtetés

Az Erintett jogosult arra, hogy kérésére a Tarsasag
indokolatlan késedelem nélkiil térélje a ra vonatkozo
személyes adatokat, ha megszilint az adatkezelési cél,
az Erintett visszavonta az adatkezeléshez valo
hozzajarulasat, és az adatkezelésnek nincsen mas
jogalapja, ha a személyes adatokat jogellenesen
kezelték.

d.) Az adat kezelésének korlatozasa

Az Erintett jogosult arra, hogy kérésére a Tarsasag
korlatozza az adatkezelést, ha az alabbiak valamelyike
teljesdl:

The Company shall provide the Data Subject with a
copy of the personal data subject to processing. The
information shall be provided free of charge if the data
subject has not yet submitted a request for information
to the Data Controller in the current year for the same
set of data. In other cases, in particular if the request is
excessive or unfounded, a fee may be charged. For
additional copies requested by the Data Subject, the
Company may charge a reasonable fee based on
administrative costs.

b.) Correction and completion

The Data Subject is entitled to have inaccurate personal
data relating to him or her corrected by the Company
without undue delay upon his or her request. Taking into
account the purposes of the processing, the Data
Subject shall have the right to request the completion of
incomplete personal data, including by means of a
supplementary declaration.

c.) Erasure/recording

The Data Subject shall have the right to obtain, at his or
her request, the erasure of personal data concerning
him or her without undue delay where the purposes of
the processing have ceased to exist, the Data Subject
has withdrawn his or her consent to the processing, and
there is no other legal basis for the processing, if the
personal data have been unlawfully processed.

d.) Restriction of data processing

The Data Subject has the right to have the Company
restrict data processing at his or her request if one of
the following conditions is met:

- the Data Subject contests the accuracy of the
personal data, in which case the restriction shall be for
a period of time which allows the Controller to verify the
accuracy of the personal data;

- the processing is unlawful and the Data Subject
opposes the erasure of the data and requests instead
the restriction of their use;

- the Company no longer needs the personal data for
the purposes of the processing but the Data Subject
requires them for the establishment, exercise or




- az Erintett vitatja a személyes adatok pontossagat, ez
esetben a korlatozas arra az id6tartamra vonatkozik,
amely lehet6vé teszi, hogy az Adatkezel6 ellenérizze a
szemeélyes adatok pontossagat;

- az adatkezelés jogellenes, és az Erintett ellenzi az
adatok torlését, és ehelyett kéri azok felhasznalasanak
korlatozasat;

- a Tarsasagnak mar nincs sziuksége a személyes
adatokra adatkezelés céljabdl, de az Erintett igényli
azokat jogi igények eléterjesztéséhez,
érvényesitéséhez vagy védelméhez; vagy az Erintett
tiltakozott az adatkezelés ellen; ez esetben a korlatozas
arra az idétartamra vonatkozik, amig megallapitasra
nem kerll, hogy a Tarsasag jogos indokai els6bbséget
élveznek-e az Erintett jogos indokaival szemben.

Ha az adatkezelés a fentiek alapjan korlatozas ala esik,
az ilyen személyes adatokat a tarolas kivételével csak
az Erintett hozzajarulasaval, vagy jogi igények
elbterjesztéséhez, érvényesitéséhez vagy védelméhez,
vagy mas természetes vagy jogi szemeély jogainak
védelme érdekében, vagy az Uni¢, illetve valamely
tagallam fontos kdzérdekébdl lehet kezelni.

A Téarsasag minden olyan cimzettet téjékoztat a
helyesbitésrél, torlésrol, elfeledtetésrdl, vagy
adatkezelés-korlatozasrdl, akivel, illetve amellyel a
személyes adatot kdzdlte, kivéve, ha ez lehetetlennek
bizonyul, vagy aranytalanul nagy eréfeszitést igényel.

e.) Az adathordozhatésaghoz valé jog

Az Erintett jogosult arra, hogy a ra vonatkozd, altala a
Tarsasag rendelkezésére bocsatott személyes adatokat
tagolt, széles kérben hasznalt, géppel olvashaté
formatumban megkapja, tovabba jogosult arra, hogy
ezeket az adatokat egy masik adatkezel6nek tovabbitsa
anélkul, hogy ezt akadalyozna a Tarsasag, ha az
adatkezelés hozzajarulason alapul, és az adatkezelés
automatizalt modon torténik. Az adatok
hordozhatésagahoz valé jog gyakorlasa soran az
Erintett jogosult arra, hogy — ha ez technikailag
megvalosithatd — kérje a személyes adatok adatkezel6k
kozotti kbzvetlen tovabbitédséat. A jog gyakorldsa nem
sértheti a térléshez vald jogot. Az emlitett jog nem
alkalmazandd abban az esetben, ha az adatkezelés
kozérdeki vagy az adatkezel6re ruhazott kozhatalmi
jogositvanyai gyakorlasanak keretében végzett feladat

defence of legal claims; or the Data Subject has
objected to the processing, in which case the restriction
shall apply for a period of time until it is determined
whether the legitimate grounds of the Company prevail
over the legitimate grounds of the Data Subject.

Where processing is restricted on the basis of the
above, such personal data, except for storage, may
only be processed with the consent of the Data Subject
or for the establishment, exercise or defence of legal
claims or for the protection of the rights of another
natural or legal person or for important public interests
of the Union or of a Member State.

The Company shall inform all recipients to whom or with
whom it has disclosed the personal data of the
rectification, erasure, blocking or restriction of
processing, unless this proves impossible or involves a
disproportionate effort.

e.) The right to data portability

The Data Subject has the right to receive personal data
concerning him or her which he or she has provided to
the Company in a structured, commonly used,
machine-readable format and the right to transmit such
data to another controller without hindrance by the
Company, if the processing is based on consent and the
processing is automated. In exercising the right to data
portability, the Data Subject shall have the right to
request, where technically feasible, the direct transfer of
personal data between controllers. The exercise of this
right shall be without prejudice to the right to erasure.
This right shall not apply where the processing is
necessary for the performance of a task carried out in
the public interest or in the exercise of official authority
vested in the controller. The exercise of the right shall
not adversely affect the rights and freedoms of others.

f.) Right to withdraw consent

If the processing of your personal data is based on your
consent, you have the right to withdraw your consent at
any time. Where consent is withdrawn, the processing
shall be terminated by the erasure of your personal
data, provided that there is no other legal basis for the
processing of your personal data. The withdrawal of
consent shall have no consequences for the Data




végrehajtasahoz szilkséges. A jog gyakorlasa nem
érintheti hatrdnyosan masok jogait és szabadséagait.

f.) A hozzajarulas visszavonasahoz val6 jog

Ha személyes adatainak kezelésére az Erintett
hozzjaruldsa alapjan kerul sor, annak visszavonasara
az Erintett barmikor jogosult. A hozzajarulas
visszavonasa esetén az adatkezelés megsziintetésre
kertl, személyes adatai torlésével, feltéve, hogy
személyes adatai kezelésének nincs mas jogalapja. A
hozzajarulas visszavonasa az Erintettre nézve nem jar
kovetkezményekkel. A hozzajaruldsanak visszavonasa
azonban nem érinti az azt megel6z&en hozzajarulasa
alapjan folytatott adatkezelés jogszerliségét.

Eljaras az Erintett igénye esetén:

Az Erintett a fentiek szerinti igényével vagy egyéb,
szemeélyes adatait érinté kérdésével vagy kérésével a
Tarsasag képvisel6jéhez fordulhat, a jelen
Tajékoztatdban megjeldlt elérhetéségek barmelyikén.
Kérjuk, hogy lehetéség szerint elektronikus formaban
vegye fel vellink a kapcsolatot. Tajékoztatjuk, hogy az
Adatkezeld lehetéség szerint elektronikus formaban
valaszolja meg az adatvédelmi kérelmeket, kivéve, ha
On, mint érintett a kapcsolattartas mas modjat
kifejezetten kéri, vagy Adatkezel® nem ismeri az On
elektronikus elérhet6ségét.

A Tarsasag az irasban benyujtott kérelem
kézhezvételétdl szamitott 30 napon belll kdteles
kérelmet elbiralni. Sziikség esetén, figyelembe véve a
kérelem Osszetettségét, illetve a folyamatban Iévé
kérelmek szamat, a Tarasag a kérelem elbiralasanak
hataridejét 2 hénappal meghosszabbithatja. A
meghosszabbitas tényérél, illetve okairdl az Erintettet
elézetesen tajékoztatni kell. Amennyiben az Erintett
kérelme megalapozott, a Tarsasag a kért intézkedést
az eljarasi hataridén belll végrehajtja, és a végrehajtas
megtorténtével kapcsolatosan irasbeli tajékoztatast ad
az Erintett részére. Ha a Tarsasag az Erintett kérelmét
elutasitja, koteles errdl irasbeli hatarozatot hozni.
Hatarozataban koteles megjeldini a dontés alapjaul
szolgalo tényallast, dontésének indoklasat a megfelelé
jogszabalyok, illetve eseti dontések bemutatasaval,

Subject. However, the withdrawal of your consent shall
not affect the lawfulness of the processing that you
have previously consented to.

Procedure in case of a Data Subject's request:

The Data Subject may contact the Company's
representative with any of the above requests or other
questions or requests concerning his or her personal
data at any of the contact details indicated in this
Notice. Please contact us by electronic means, if
possible. Please note that the Data Controller will
respond to requests for data protection in electronic
form wherever possible, unless you, as the data
subject, explicitly request another means of contact or
the Data Controller does not know your electronic
contact details.

The Company must consider the request within 30 days
of receipt of the written request. If necessary, taking into
account the complexity of the application and the
number of pending applications, the Company may
extend the time limit for processing the application by 2
months. The Data Subject shall be informed in advance
of the fact and the reasons for the extension. If the Data
Subject's request is justified, the Company shall
implement the requested measure within the procedural
time limit and shall inform the Data Subject in writing of
the implementation. If the Company rejects the Data
Subject's request, it shall issue a written decision to that
effect. In its decision, the Data Subject shall state the
facts on which the decision is based, the reasons for
the decision, with reference to the relevant legislation or
case-law, and shall inform the Data Subject of the legal
remedies available against the decision of the
Company.

If the Data Subject does not agree with the Company's
decision or if the Company fails to comply with the
relevant procedural time limit, the Data Subject may
refer the matter to the supervisory authority or to a
court.




tovabba kételes az Erintettet a Tarsasag déntésével
szemben irdnyado jogorvoslati lehet6ségekrél
tajékoztatni.

Ha az Erintett a Tarsasag déntésével nem ért egyet,
illetve, ha a Tarsasag a vonatkozo fenti eljarasi
hataridét elmulasztja, ugy az Erintett a felligyeleti
hatésaghoz vagy birésaghoz fordulhat.

Tajékoztatjuk, hogy a 18 éven aluli személyek nevében
torvényes képviseléjuk jogosult eljarni.

11. Feliigyeleti hatosag, keresetinditasi jog
(biréosaghoz fordulas joga)

Ha az Erintett ugy itéli meg, hogy a Tarsasag altali
személyes adatainak kezelése megsérti a mindenkor
hatalyos adatvédelmi jogszabalyok, igy kiléndsen a
GDPR rendelkezéseit, jogaban all a Nemzeti
Adatvédelmi és Informaciészabadsag Hatésagnal
panaszt benyuijtani.

A Nemzeti Adatvédelmi és Informacidszabadsag
Hatosag elérhetdségei:

Honlap: http://naih.hu/

Cim: 1055 Budapest, Falk Miksa utca 9-11., Postacim:
1363 Budapest, Pf. 9.

Telefon: +36-1-391-1400 Fax: +36-1-391-1410, E-mail:
ugyfelszolgalat@naih.hu

Az Erintettnek joga van mas, igy killéndsen a szokasos
tartézkodasi helye, munkahelye vagy a feltételezett
jogsértés helye szerinti eurépai unids tagallamban
létrehozott feligyeleti hatdsagnal is panaszt tenni.

Az Erintett - panasztételi jogatdl fiiggetlendil -
birésaghoz fordulhat, ha a személyes adatainak
kezelése soran megsértették a GDPR szerinti jogait. A
Tarsasaggal, mint magyar Adatkezel6vel szemben

Please note that persons under the age of 18 are
entitled to be represented by their legal representative.

11. Supervisory authority, right to lodge a
complaint (right to an effective judicial remedy)

If the Data Subject considers that the processing of his
or her personal data by the Company violates the
provisions of the applicable data protection legislation,
in particular the GDPR, he or she has the right to lodge
a complaint with the National Authority for Data
Protection and Freedom of Information.

Contact details of the National Authority for Data
Protection and Freedom of Information:

Web: hitp://naih.hu/

Address: 1055 Budapest, Falk Miksa utca 9-11.,
Postacim: 1363 Budapest, Pf. 9.

Telephone: +36-1-391-1400 Fax: +36-1-391-1410,
E-mail: ugyfelszolgalat@naih.hu

The Data Subject also has the right to lodge a
complaint with a supervisory authority established in
another EU Member State, in particular in the EU
Member State where he or she has his or her habitual
residence, place of work or place of the alleged
infringement.

Irrespective of his/her right to lodge a complaint, the
Data Subject may take legal action if his/her rights
under the GDPR have been infringed in the processing
of his/her personal data. The Company, as a Hungarian
Data Controller, may be sued before a Hungarian court.
If the Data Subject wishes to initiate legal proceedings
against the Data Processor, such proceedings shall be
brought before the courts of the Member State where
the Data Processor is established.

The Data Subject may bring the action in the courts for
the place where he or she resides or is domiciled. The
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magyar birésag elétt indithatd per. Amennyiben az
Erintett az Adatfeldolgozéval szemben kivan birésagi
eljarast kezdeményezni, ugy azt az Adatfeldolgozé
tevékenységi helye szerinti tagallam birésaga el6tt kell
meginditani.

Az Erintett a pert a lakdhelye vagy tartézkodasi helye
szerinti torvényszeék el6tt indithatja meg.
Magyarorszagon a torvényszékek elérhetésége az

alabbi linken talalhatd: http://birosag.hu/torvenyszekek .

Amennyiben az Erintett szokasos tartézkodasi helye az
Eurépai Unié mas tagallamaban van, akkor a per a
szokasos tartdzkodasi hely szerinti tagallam hataskérrel
és illetekességgel rendelkez6 birésaga elétt is
megindithato.

12. Egyéb rendelkezések

A Tajékoztatd hatalyos tovabbi rendelkezésig vagy
visszavonasig. A Tarsasag jogosult a jelen Tajékoztatd

egyoldalu médositasara.

contact details of the courts in Hungary can be found at
the following link: http://birosag.hu/torvenyszekek .

If the Data Subject has his or her habitual residence in
another Member State of the European Union, the
action may be brought before the competent court of
the Member State of habitual residence.

12. Miscellaneous provisions

The Prospectus is in force until further notice or until
revoked. The Company is entitled to amend this
Prospectus unilaterally.

Kelt/ Dated: Budapest, 2025.04.28

inspirNation Bt. Adatkezel6/ Controller

[1] A Tarsasag kizarélag addig kezeli az ebbdl a célbdl felvett személyes adatokat, amig az érintett le nem iratkozik a hirlevél listardl. Az Erintett a hirlevélrdl barmikor

leiratkozhat a hirlevelekben talalhato elérhetéségeken, a hirlevél szolgaltaté weboldalan, valamint a Tarsasag e-mail cimére kiildétt lemondasi kérelem utjan. Postai uton a jelen

Téjékoztatoban megadott cimen iratkozhat le a hirlevélrél./ The Company processes personal data collected for this purpose only until the data subject unsubscribes from the
newsletter list. The Data Subject may unsubscribe from the newsletter at any time by using the contact details provided in the newsletters, on the website of the newsletter
provider or by sending an unsubscribe request to the Company's e-mail address. You can unsubscribe from the newsletter by post at the address given in this Information.



http://birosag.hu/torvenyszekek
http://birosag.hu/torvenyszekek

